2-Factor Authentication Email Requirement

2 Factor Authentication (2FA) is an additional layer of security used to prevent thieves from
using your username and password to access an account.

Here at Choices we value the security of your work email and are making this process
mandatory to better protect you, your coworkers and the people we serve.

Below are the steps you will need to take to set up 2FA on your CICL email account:
Steps:

1. Loginto the choicesyou.com manager page at: http://www.choicesyou.com/managers/
and select “Mail”.
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2. Log into your email with your @cicloh.com username.
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3. Putin your email password:
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4. Upon the first login after 2FA is enabled you will see this screen, click “Next”.
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5. Select manner of notification. Hint: it’s usually easier with a phone message. If that’s
your choice then select country (United States)

Additional security verification

Secure your account by adding phone verification to your password, View video to know how to secure your account

Step 1: How should we contact you?
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6. Enter your cell phone number (with area code), select how you want to be contacted
(either by phone call with code or by text message with code) and hit “Next”

Additional security verification

Secure your account by adding phone verification to your password. View video to know how to secure your account

Step 1: How should we contact you?
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7. You should get a screen saying the code was sent:
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8. Enter code you received and hit “Verify”

Additional security verification

Secure your account by adding phone verification te your passwerd. View video to know how to secure your account

Step 2: We've sent a text message to your phone at %
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9. You should get a get a final confirmation page, hit “Done”

B Microsoft

Additional security verification

Secure your account by adding phone verification to your password. View video to know how to secure your account

Step 3: Keep using your existing applications

In some apps, like Outlook, Apple Mail, and Microsoft Office, you can't use a phone to secure your account. To use these apps, you'll need to create a new
password” to use in place of your work or school account passw

rd. Learn more
Get started with this app password:
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